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ПЕРЕЛІК СКОРОЧЕНЬ 

 

 PAO (Public Affairs Officer) – пресофіцер, офіцер зв’язків із громадськістю у 

Збройних силах; відповідальний за координацію взаємодії зі ЗМІ, супровід 

журналістів та інформаційні комунікації під час бойових дій. 

 PIO (Public Information Officer) – офіцер з публічної інформації; у низці 

армій використовується як аналог або доповнення до PAO; відповідає за 

поширення дозволеної інформації для громадськості та ЗМІ. 

 StratCom (Strategic Communications) – стратегічні комунікації; узгоджені 

інформаційні дії державних інституцій, спрямовані на досягнення 

стратегічних цілей. 

 IPSO (Information Psychological Operations) – інформаційно-психологічні 

операції; діяльність, спрямована на вплив на свідомість та поведінку 

цільових аудиторій у військових і гібридних конфліктах. 

 IHL (International Humanitarian Law) – міжнародне гуманітарне право; 

регулює правила ведення війни, статус комбатантів і цивільних, включаючи 

журналістів. 

 EXIF (Exchangeable Image File Format) – формат метаданих, що 

зберігається у фотографіях та відео; може містити координати зйомки, дані 

про пристрій, час створення – важливо для питань цифрової безпеки. 

 HEFAT (Hostile Environment and First Aid Training) – тренінг підготовки 

для роботи у ворожому або небезпечному середовищі; включає тактичну 

безпеку та першу допомогу. 

 OSINT (Open-Source Intelligence) – розвідка на основі відкритих джерел; 

метод збору інформації, що відіграє роль і в журналістиці, і у військових 

комунікаціях. 
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 I&O (Information Operations) – інформаційні операції; комплекс заходів 

щодо використання, захисту та впливу на інформаційні системи противника. 

 PSYOPS (Psychological Operations) – психологічні операції; 

цілеспрямований вплив на емоції, мотивації та поведінку різних аудиторій. 

 SIGINT (Signals Intelligence) – розвідка за сигналами; перехоплення та 

аналіз електронних комунікацій. 

 CI (Counterintelligence) – контррозвідка; заходи із захисту інформації та 

протидії ворожим інформаційним впливам. 

 UAV (Unmanned Aerial Vehicle) – безпілотний літальний апарат; 

використовується журналістами та військовими для збору зображень і даних. 

 GIS (Geolocation Information System) – система геолокаційної інформації; 

використовується у військовій картографії, OSINT та аналізі загроз. 

 EOD (Explosive Ordnance Disposal) – знешкодження вибухонебезпечних 

предметів; важливо для журналістів, що працюють у районах з мінною 

небезпекою. 

 C2 (Command and Control) – система управління військами; визначає 

командні структури та канали комунікації. 

 DoD (Department of Defense) – Міністерство оборони США; часто 

використовується у порівняльних дослідженнях військової журналістики. 

 RSF (Reporters Without Borders) – міжнародна організація, що займається 

свободою преси та безпекою журналістів. 

 CPJ (Committee to Protect Journalists) – Комітет із захисту журналістів; 

авторитетне джерело рекомендацій для роботи в умовах конфліктів. 

 INSI (International News Safety Institute) – Міжнародний інститут безпеки 

новин; займається підготовкою та захистом журналістів у небезпечних 

умовах. 
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ВИСНОВКИ 

 

У рамках магістерської роботи було досліджено комплексний характер 

медіабезпеки журналістів у зоні бойових дій в Україні, проаналізовано 

ефективність наявних інституційних механізмів співпраці військових та медіа, 

класифіковано ризики та розроблено практичні рекомендації, спрямовані на 

оптимізацію взаємодії та підвищення рівня безпеки. 

За результатами проведеного дослідження сформульовано такі ключові 

висновки: 

1. Концептуалізація медіабезпеки та правові засади Встановлено, що 

медіабезпека журналіста в умовах збройного конфлікту є триєдиною категорією, 

що охоплює фізичну, інформаційну (цифрову) та психологічну складові. Чинна 

нормативно-правова база України (зокрема, Закон "Про правовий режим 

воєнного стану" та система акредитації МОУ/ГШ ЗСУ) реалізує модель 

контрольованого доступу, яка є високоефективною для забезпечення фізичної та 

оперативної безпеки, проте створює ризики однобокості висвітлення та 

залежності медіа. 

2. Ефективність інституційних механізмів та роль PAO Проведений аналіз 

підтвердив, що інституційні механізми (акредитація, супровід, прес-тури) є 

критично важливими для безпечного функціонування медіа. Однак їхня 

надмірна жорсткість і бюрократичність знижують оперативність та прозорість 

інформування. Центральною фігурою взаємодії є прес-офіцер (PAO/PIO), чия 

роль еволюціонувала від посередника до менеджера ризиків та стратега 

комунікацій. Успіх співпраці залежить від здатності PAO перейти від позиції 

"воротаря-заборонника" до позиції "стратегічного фасилітатора", який 

проактивно надає безпечний та достовірний контент. 
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3. Комплексна ідентифікація ризиків Вперше здійснено класифікацію 

ризиків, яка виходить за межі фізичної загрози. Ідентифіковано, що 

інформаційні ризики (злом пристроїв, компрометація джерел через метадані) та 

психологічні ризики (ПТСР, моральні травми) є не менш руйнівними, ніж прямі 

обстріли, і вимагають інтеграції у протоколи безпеки. Проблемні кейс-стаді 

підтвердили, що повільність PAO у кризових ситуаціях призводить до 

інформаційного вакууму, що змушує журналістів працювати в небезпечному 

«унілатеральному» режимі та покладатися на неперевірені джерела. 

4. Розробка критеріїв та рекомендації для реформування Для об'єктивної 

оцінки безпечності комунікаційного середовища розроблено трьохрівневу 

систему критеріїв, що охоплює фізичну безпеку, інформаційну достовірність та 

психологічну етику. На основі цих критеріїв запропоновано комплекс реформ: 

- оновлення протоколів доступу: запровадження системи «зелених 

коридорів» для незалежної роботи та диференціація супроводу в «жовтих» 

зонах; 

- вдосконалення комунікаційних стратегій: впровадження «протоколу 2- 

годинного факт-підтвердження» для оперативного реагування на резонансні 

події, а також створення Централізованого банку дозволеного контенту; 

- підвищення стандартів PAO: включення до обов'язкової підготовки 

модулів із кібербезпеки, кризової комунікації та Міжнародного гуманітарного 

права. 

Реалізація запропонованих рекомендацій дозволить трансформувати 

військово-журналістську взаємодію в Україні з моделі контролю на модель 

стратегічного партнерства, забезпечуючи необхідний баланс між вимогами 

національної безпеки, фізичним захистом медіа та принципами прозорості й 

достовірності інформування суспільства в умовах збройного конфлікту. 
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